
MARK OF THE BEAST IN 2020 CC 
 

The Prophecy   
Rev. 13:15-18 
 
“And he had power to give life unto the image of the beast, that the 
image of the beast should both speak, and cause that as many as would 
not worship the image of the beast should be killed.”  
16And he causeth all, both small and great, rich and poor, free and 
bond, to receive a mark in their right hand, or in their foreheads:  
17And that no man might buy or sell, save he that had the mark, or the 
name of the beast, or the number of his name.  
18Here is wisdom. Let him that hath understanding count the number of 
the beast: for it is the number of a man; and his number is Six hundred 
threescore and six. 
 
The Fullfilment 
666 Technology Already Here? 
 
With current technology, which includes NFC, RFID, satellites, GPS, 
biometrics and smart card applications, people can now be tracked and 
their activities and transactions monitored anywhere in the world.  
Indeed, the technology for the most demonic command and control 
scheme in history, the “Mark of the Beast” is not only feasible but may 
have already arrive. 
 
January 8: Russian Patriarch Warns – Antichrist will Control Through 
Technology 
 
Patriarch Kirill, the leader of the Russian Orthodox Church, has warned 
that our dependence on technology will result in the coming of the 



Antichrist, who, he says, will be at the head of the World Wide Web 
“controlling the entire human race.” 
 
January 14: Portable Biometrics Improves Infant Identification 
 
ION, the first portable imaging device for fingerprinting pediatric 
patients as young as one day old, has been developed at UC San Diego.  
Dr. Eliah Aronoff-Spencer, assistant professor of medicine at the UC San 
Diego School of Medicine said,” This new technology allows for quick, 
accurate fingerprinting that may eliminate the need for paper 
identification and improve health care and security for millions.” 
 
 
 
 
 
January 16: China Uses “Social Credit Scores” to Reward and Punish 
 
Every citizen in China is assigned a social credit score, based on factors 
such as credit and payment history, debt levels, contracts, behavior, 
personal preferences and interpersonal relationships.  The score is also 
impacted by public identify and financial records and all social media 
messages of WeChat’s 850 million active users.  The scores range from 
350 (lowest trustworthiness) to 950 (highest trustworthiness).  Rewards 
for a higher score might include such thing as easier access to loans or 
the privilege of getting you children into better schools.  On the other 
hand, citizens can be place on a “List of Untrustworthy persons” and 
publicly shammed, with their faces projected on massive electronic 
billboards.  Blacklisted individuals cannot purchase high-speed rail, 
airline tickets or hotel rooms.  China’s use of Big Data to reward socially 
responsible behavior (patriotism) and punish non – conformity (dissent) 
is a foretaste of what it would be like to line under the Antichrist’s 
regime of enforced unquestioned loyalty. 



 
March 4: EU Moves Closer to Biometrics on National ID Cards 
 
The European Union’s new standards call for mandatory biometric 
national identity cards, including a photo and two fingerprints.  Cards 
will have to be made in a uniform format with a machine-readable 
zones, following International Civil Aviation Organization’s minimum-
security standards and contain a contactless chip.  The end time “beast” 
system will have the abilities to monitor the unique identifying physical 
characteristics of all individuals and to determine the precise location 
of anyone on earth in real time. 
 
May 10: Facial Recognition Technology Ends Your Privacy 
 
A law enforcement episode was promoted by the Chinese government 
as proof positive of the benefits of the Chinese surveillance state.  
Police in Nanchang picked a wanted man out of a crowd of 60,000 
concertgoers and were able to pinpoint his location in real time.  
Computer algorithms, monitoring up to millions of video feeds, match 
facial geometry patterns to identify individuals, even if beards or 
makeup are used.  In America, 26 states share driver’s license facial 
recognition data and 16 of those states share their facial recognition 
data with the FBI. 
 
May 28:  China-style Social Credit System Coming to Australia? 
 
The city of Darwin is adapting elements of the Chinese social credit 
system for use in Australia. 
A dystopian system of monitoring citizens’ behavior has been widely 
condemned as “Orwellian.”  But for the city of Darwin it’s pitched a 
progress towards a digitally integrated future.  In a futuristic Australian 
surveillance state, law enforcement has The Encryption Act and 



intelligence organizations have been empowered by law to invade your 
privacy and are protected by law from you knowing they have done so. 
 
 
 
June 18: Deployment on Biometric System and Cashless Society 
 
Zwipe and Infineon are extending their collaboration to provide 
biometric payment cards with on-device biometric matching.  
Fingerprint sensors embedded in the cards provide an “optimal user 
experience,” by doing away with pin codes for expensive purchases.  
The darker agenda behind all of this is to make the world cashless, with 
all buying and selling done by biometric electronics only. This will 
enforce the ability to exclude people from all economic activity unless 
they have proper identification, the “Mark of the Beast.” 
 
More than 4,000 people have already had futuristic microchip 
implanted into the skin. 
 

June 19: Bank of America Wants a ‘Cashless Society’  

CEO Brian Moynihan discussed the “tech-driven strides” that Bank of 
America has made in an interview at Fortune magazine’s Brainstorm 
Finance conference. He noted how the heightened importance and 
reliance on technology has changed the way money works by improving 
customer service, reducing costs and embracing the “cashless society.”  

July 8: Driver Database Facial Scans ‘Gold Mine’ Harvested by FBI and 
ICE  

The Federal Bureau of Investigation and Immigration and Customs 
Enforcement are exploiting state DMV records for facial recognition 
scans without the knowledge or permission of drivers. Consumers are 



becoming protective of their privacy in the wake of the fallout and 
global outcry caused by whistleblower Edward Snowden’s revelations 
concerning the U.S. National Security Agency’s mass surveillance and 
data collection.  

July 14: In Sweden, Cash is Almost Extinct and Chip Implants Replace 
Cash  

More than 4,000 people have already had futuristic microchips 
implanted into their skin to carry out everyday activities and replace 
credit cards and cash. “People have shown they’re happy to give up 
privacy for convenience,” said Swedish scientist Ben Liberton. “The chip 
is very convenient, so could we accept our data being shared very 
widely before we know the risks?”  

August 19: Cashless India - 220 Million Biometric Transactions in July  

India’s Aadhaar-enabled payment system (AEPS), facilitated over 200 
million biometrically verified transactions in July 2019. Customers need 
only to provide the name of their bank, their Aadhaar number and 
fingerprint biometrics. Named Aadhaar after a Hindi word for 
‘foundation’, the biometric database is the largest of its kind in the 
world. It was initially sold to the public as a welfare delivery mechanism 
but has been expanded to include such things as opening a bank 
account or getting a cell phone. Critics of the system claim that it poses 
“significant threats to privacy of individuals.” Sweden, Africa, Somalia, 
China, Japan and Russia are also pushing for the elimination of cash and 
the implementation of biometrically identified payments. Those who 
reject the “mark” will not be able to buy or sell without access to the 
global electronic transaction system.  

 



August 24: Nepal Approves Biometric National ID, Amid Privacy 
Concerns  

Biographic information and a card number are proposed to be printed 
on Nepal’s ID card, while the embedded electronic chip will include a 
photograph and biographic and biometric information. The distribution 
of biometric national identity cards 
had drawn criticism from advocacy groups, privacy experts and 
legislators. Legal experts say that privacy is an alien concept in the 
country and that it is likely the state will handle sensitive data 
recklessly. The government reportedly has a history of inadequate 
information security and regular reports of data breaches from India’s 
Aadhaar’s system have increased privacy concerns. Privacy is not an 
alien concept in the United States and Great Britain. However, under 
the guise of the “war on terror,” American and British governments 
have essentially eliminated personal privacy and are now collecting 
data and tracking every activity of their citizens.  

September 17: Artificial Intelligence Surveillance is Expanding 
Worldwide  

The Carnegie Endowment for International Peace reported that a 
growing number of countries are following China’s lead in deploying 
advanced AI surveillance tools to monitor, track and surveil citizens. 
According to the new report, at least 75 out of 176 countries globally 
are actively using AI technologies for surveillance purposes, even in 
over half of the world’s western democracies. Many of the projects are 
“smart city” systems in which governments install sensors, cameras and 
other devices in an inter-connected control grid.  

September 30: Amazon’s Dystopian Plan to be Anywhere and 
Everywhere  



Amazon hosted a launch event in Seattle promoting 15 new products, 
including smart night lights, a smart oven and smart wearable devices 
like eyeglasses and a ring. The new products were all equipped with 
Amazon’s voice assistant technology to fulfill Amazon’s vision in which 
our bodies, homes and selves are permeated with a network of 
connected, smart, voice-controlled devices.  

October 7: Google Creates God-like Intelligence Tool  

An ex-Google employee has revealed that Google is working on the “AI 
Manhattan Project.” This supercomputer project uses artificial 
intelligence to create a control grid that captures all your information, 
including video and audio, and stores it in a central data repository. The 
“god-like” artificial intelligence determines what you are doing, who 
you are with and produces a “shadow Facebook profile,” says the ex-
Google employee, “that you don’t know exists, but exists for them.”  

October 14: Data Collected from the Most Vulnerable for Profit and 
Control  

The Nation warns that we should all be concerned about the 
unregulated harvesting of personal information. In “Google Is Coming 
for Your Face,” Malka Older reveals that personal data is harvested 
from “the most vulnerable populations, without transparency, 
regulation, or principles.” For example, Google has been using 
temporary employees to collect facial scans of dark-skinned people to 
improve its facial recognition database. Google workers were told to 
“conceal the fact that people’s faces were being recorded and even lie 
to maximize their data collections.”  

 

 

November 7: Moscow to Build a Chinese-style Surveillance System  



Moscow will install hundreds of thousands of cameras and build a 
system inspired by the one in China that can track its citizens wherever 
they go. Moscow wants to challenge China’s dominance, where 8 of the 
10 cities with the most surveillance cameras in the world are in China. 
Mayor Sergey Sobyanin announced plans to create a large-scale video 
recognition system jointly with the Interior Ministry, comprising more 
than 200,000 CCTV cameras in Moscow.  

The Total Human Control Grid is Almost Complete  

As corporations harvest consumer data and governments conduct 
security sweeps, monitoring and tracking everyone is commonplace 
and huge databases are compiled on every citizen. Phone conversations 
are recorded, emails are read, social media is monitored, purchases are 
registered, DNA is collected and pervasive cameras document our 
movements and activities. The Antichrist’s total human control grid is 
almost complete. The entire population will soon be impacted by 
artificial intelligence-enhanced “Next-Level Surveillance”. However, 
there may be many uninformed or unwilling participants in the very 
scheme that will implement the “Mark of the Beast” system described 
in Revelation 13:16-18. 


